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ts and technology.  The panel LTG Cuviello served on reviewed 

cluding a description of the Biometrics Consortium and the DoD 

 the U.S., the pros and cons of biometric security options for Homeland 

etrics, and international standards were also discussed. 

lution for biometrics,” said LTG Cuviello.  “We are working to 

 access to critical systems in secure facilities.  To successfully do this, 

cs industry know what the approved program is and work together to 

ly 2000 as a result of Public Law 106-246.  The BMO envisions that 

nology that ensures the right person with the right privileges has access, 

t warfighting dominance. 

### 

t Office is the central entity within the DoD responsible for leading, 
option and institutionalization of biometric technologies in Combatant 
t Service interoperability and warfighter operational effectiveness.   


